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Abstract of the contribution: propose SMF need to notify its address to UDM immediately after the establishment of a PDU Session and update 23.502. Fixed an edit error in Network triggered Service Request. 
1. Introduction
In TS 23.501 section 5.17.2.3,
To support mobility in dual-registration mode, the support of Nx interface between AMF in 5GC and MME in EPC is not required. 

Editor’s Note: It is FFS if dual-registration mode can be used for IMS voice. 

During inter-system mobility from 5GC to EPC, the UE performs Attach in EPC with “handover” indication in PDN Connection Request message (TS 23.401, section 5.3.2.1) and it subsequently moves all its other PDU session using the UE initiated PDN connection establishment procedure with “handover” flag (TS 23.401 section 5.10.2). The UE does not continue to perform registrations in NGC and remains registered without PDU sessions in 5GC till its registrations in 5GC times out and the network performs implicit detach. 
According to the procedure in TS 23.401, the MME shall obtain the PDN GW address from HSS, which is also the address of SMF, so the SMF need to notify its address to UDM immediately after the establishment of a PDU Session.
Proposal 2: SMF need to notify its address to UDM immediately after the establishment of a PDU Session.
2. Proposal
Add the following changes to the TS 23.502.
*************** Start of first changes *********************
4.2.3.4
Network triggered Service Request

Editor's note:
Procedure includes aspects required to support network slicing, and should include notification from UPF upon MT UP data arrival.

This procedure is used when the network needs to signal (e.g. N1 signalling to UE, Mobile-terminated SMS, PDU session User Plane resource establishment to deliver mobile terminating user data) with a UE. If the UE is in CM‑IDLE state or CM-CONNECTED state, the network initiates a network triggered Service Request procedure. If the UE is in CM-IDLE state, and Asynchronous Communication is not activated, the network sends a Paging Request to (R)AN/UE. The Paging Request triggers the Service Request procedure in the UE. If Asynchronous Communication is activated, the network suspends the Service Request procedure with (R)AN and UE, and continues the Service Request procedure with the (R)AN and the UE (i.e. synchronizes the session context with the (R)AN and the UE) when the UE enters CM-CONNECTED state.
Editor's note:
The name of SM message between AMF and SMF is FFS.
Editor's note:
How to activate and support Asynchronous Communication in the detailed procedures is FFS.
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· Figure 4.2.3.4-1: Network Triggered Service Request
1.
When UPF receives downlink data of a PDU session and there is no (R)AN tunnel information stored in UPF for the PDU session, the UPF buffers the downlink data.

2a.
UPF to SMF: Data Notification(PDU session ID, Priority).

5 -
On arrival of the first downlink data packet, the UPF shall send Data Notification message to the SMF.
6 -
If the UPF receives additional downlink data packets for a QoS Flow in the same PDU Session with the same or a lower priority than used in any previous Data Notification for this PDU session, the UPF buffers these downlink data packets without sending a new Data Notification.

Editor's note:
If the UPF receives additional downlink data packets for a QoS Flow in the same PDU Session with a higher priority than used in any previous Data Notification for this PDU Session, the UPF shall send a Data Notification message to the SMF indicating the higher priority.
7 -
If the Paging Policy Differentiation feature (as specified in TS 23.501 [2] clause 5.2.X) is supported by the UPF and if it is activated by the SMF for this N4 session, the UPF shall also include the DSCP in TOS (IPv4) / TC (IPv6) value from the IP header of the downlink data packet.
2b.
SMF to UPF: Data Notification Ack.

Editor's note:
It is FFS whether this message is needed or not.
3a.
SMF to AMF: N11 message (UE Permanent ID, PDU session ID, N2 SM information (QoS profile, CN N3 Tunnel Info), Priority).


Upon reception of a Data Notification message, the SMF determines the AMF and sends an N11 message (UE Permanent ID, PDU session ID, N2 SM information (QoS profile, CN N3 Tunnel Info), Priority, Paging Policy Indication) to the AMF including the Priority and PDU Session ID received in the Data Notification message as part of step 2a.


If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data Notification message for the same PDU session but with higher priority than indicated in any previous Data Notification for this PDU session, the SMF sends a new N11 message indicating the higher priority and PDU Session ID to the AMF.

If the SMF, while waiting for the User Plane to be activated, receives an N11 message response from an AMF other than the one to which the SMF sent an N11 message, the SMF sends the N11 message to this AMF.


If the Registration procedure with AMF change is in progress when the old AMF receives a N11 message, the old AMF may reject N11 message with an indication that the N11 message has been temporarily rejected.

When supporting Paging Policy Differentiation, the SMF indicates in the N11 message the Paging Policy Indication related to the downlink data that triggered the Data Notification message, as described in TS 23.501 [2] clause 5.2.X.
NOTE 1:
AMF may receive request message(s) from other network functions which leads to signalling towards UE/RAN, e.g. network initiated detach, SMF initiated PDU session modification. If the UE is in CM-CONNECTED state and the AMF only delivers N1 message towards UE, the flow continues in step 7 below.

Editor's note:
Procedures for the extended buffering time are FFS.
Editor's note:
Procedures for the monitoring events for "Availability after DDN failure" are FFS.
Editor's note:
It is FFS whether this message carry QoS profile and N3 tunnel information of the PDU session.

3b.
[conditional] The AMF responds to the SMF.

If the UE is in CM-IDLE state, and the AMF determines that the UE is not reachable for paging, the AMF shall send an N11 message to the SMF, or other network functions from which AMF received the request message in step 3a, indicating the UE is not reachable
3c.
[Conditional] SMF responds to the UPF


SMF may notify the UPF about the user plane setup failure.

4.
[Conditional] AMF sends Paging message to (R)AN node.

If the UE is in CM-CONNECTED state, the AMF performs step 5 to 12 in UE triggered Service Request procedure (see clause 4.2.3.2) to activate the User Plane Connection for this PDU session (i.e. establish the radio resources and N3 tunnel). The rest of this procedure is omitted.

4.
If the UE is in RM-REGISTERED state and CM-IDLE and reachable, the AMF sends a Paging message (NAS ID for paging, Registration Area list, Paging DRX length, Paging Priority indication,) to (R)AN node(s) belonging to the Registration Area(s) in which the UE is registered, see TS [37.nnn].

When supporting Paging Policy Differentiation, the AMF may include Paging Policy Indication in Paging Request message as described in TS 23.501 [2] clause 5.2.X

Paging strategies may be configured in the AMF for different combinations of DNN, Paging Policy Indication, PDU Session IDs from SMF when available (see clause 4.9) and other PDU Session context information identified by PDU Session ID received in N11 message.


Paging strategies may include:

8 -
paging retransmission scheme (e.g. how frequently the paging is repeated or with what time interval);

9 -
determining whether to send the Paging message to the (R)AN nodes during certain AMF high load conditions;

10 -
whether to apply sub-area based paging (e.g. first page in the last known cell-id or TA and retransmission in all registered TAs).


The AMF and the (R)AN may support further paging optimisations in order to reduce the signalling load and the network resources used to successfully page a UE by one or several of the following means:

11 -
by the AMF implementing specific paging strategies (e.g. the N2 Paging message is sent to the (R)AN nodes that served the UE last);

12 -
by the AMF considering Information On Recommended Cells And RAN nodes provided by the (R)AN at transition to CM-IDLE state. The AMF takes the (R)AN nodes related part of this information into account to determine the (R)AN nodes to be paged, and provides the information on recommended cells within the N2 Paging message to each of these (R)AN nodes;

13 -
by the (R)AN considering the Paging Attempt Count Information provided by the AMF at paging.


If the UE Radio Capability for Paging Information is available in the AMF, the AMF adds the UE Radio Capability for Paging Information in the N2 Paging message to the (R)AN nodes.


If the Information On Recommended Cells And (R)AN nodes For Paging is available in the AMF, the AMF shall take that information into account to determine the (R)AN nodes for paging and, when paging a (R)AN node, the AMF may transparently convey the information on recommended cells to the (R)AN node.


The AMF may include in the N2 Paging message(s) the paging attempt count information. The paging attempt count information shall be the same for all (R)AN nodes selected by the AMF for paging.

Editor's note:
Procedures for enhanced coverage are FFS
Editor's note:
Procedures and parameters for extended DRX are FFS.

Editor's note:
Procedures and parameters for CSG paging are FFS depending on whether CSG will be supported.
Editor's note:
The need to send Paging Cause to (R)AN and UE is FFS.

5.
[Conditional]The (R)AN node pages the UE.


If (R)AN nodes receive paging messages from the AMF, the UE is paged by the (R)AN node, see TS [37.331].

6.
[Conditional] AMF to SMF: N11 message ACK.

The AMF supervises the paging procedure with a timer. If the AMF receives no response from the UE to the Paging Request message, the AMF may apply further paging according to any applicable paging strategy described in step 3.

If the AMF receives no response from the UE, the AMF considers the UE as unreachable and the SM N2 message cannot be routed to the (R)AN, so the AMF shall return an "N11 message Reject" with an appropriate "failure cause", e.g. UE unreachability, to SMF or other network functions to indicate the failure of "message routing service", unless the AMF is aware of an ongoing MM procedure that prevents the UE from responding, i.e. the AMF receives an N14 Context Request message indicating that the UE performs Registration procedure with another AMF.

Editor's note:
Inter-system procedures e.g. EPC to 5G CN are FFS.


When an "N11 message Reject" is received, SMF informs the UPF.

Editor's note:
Procedure to pause of charging by SMF is FFS.
7.
When UE is in the CM-IDLE state, upon reception of paging request, the UE initiates the UE triggered Service Request procedure (clause 4.2.3.2). In step 4a of clause 4.2.3.2, the AMF sends N11 message to SMF(s) associated with the PDU session identified by PDU session ID(s) in MM NAS Service Request message if there is any, but not to SMF(s) from which it receives the N11 message in step 3a.

8.
The UPF transmits the buffered downlink data toward UE via (R)AN node which performed the Service Request procedure.


Network sends downlink signalling if the procedure is triggered due to request from other network entities described in step 3a.

*************** Start of second changes *********************
4.3
Session Management procedures

4.3.1
General

4.3.2
PDU Session establishment

4.3.2.1
General

For the PDU session establishment procedure, two type of PDU session establishments exist:

-
UE initiated PDU session establishment procedure.

-
Network initiated PDU session establishment procedure. In this case the network sends the device trigger message to the application(s) on the UE side. The trigger payload included in Device Trigger Request message contains the information on which application on the UE side is expected to trigger the PDU Session establishment request. Based on that information, the application(s) on the UE side trigger the PDU session establishment procedure. For more detail refer to clause 5.2.6.
If the UE is simultaneously registered to a non-3GPP access via a N3IWF located in a PLMN different from the PLMN of the 3GPP access, the functional entities in the following procedure are located in the PLMN of the 3GPP access for non-roaming and LBO scenarios.

4.3.2.2
UE requested PDU Session Establishment

Editor's note:
Additional details to support Ethernet and Unstructured PDU types in the procedure is FFS.

Editor's note:
Additional details to support UL Classifier or IPv6 multi-homing are FFS. This version of the procedure assumes a single UPF serves the PDU session.

Editor's note:
Additional details to support PDU sessions for emergency services are FFS.

Editor's note:
Further detailing of the messages over N2 is FFS and is to be coordinated with RAN WG3.

Editor's note:
Message naming over N11 may need further discussion as well as the need for message from AMF to SMF in step15 in X.Y.1. If step 15 is removed the AMF action described in step 15 would be carried out in step 9.

Editor's note:
It is FFS how the procedure will be updated once the relevant NF service procedures have been developed.

Editor's note:
Impact to the procedure due to mobility between 3GPP and non-3GPP access is FFS.

Editor's note:
The terminology for the PCF interactions below may need to be revisited and aligned with policy description in e.g. TS 23.501 [2].

4.3.2.2.1
Non-roaming and Roaming with Local Breakout

In case of roaming, the AMF determines if a PDU session is to be established in LBO or Home Routing. In the case of LBO, the procedure is as in the case of non-roaming with the difference that the SMF, the UPF and the PCF are located in the visited network.
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local breakout

The procedure assumes that the UE has already registered on the AMF thus the AMF has already retrieved the user subscription data from the UDM.

1.
From UE to AMF: NAS Message (S-NSSAI, DNN, PDU Session ID, N1 SM information).


In order to establish a new PDU session, the UE generates a new PDU Session ID.


The UE initiates the UE Requested PDU Session establishment procedure by the transmission of a NAS message containing a PDU Session Establishment Request within the N1 SM information. The PDU Session Establishment Request may include a PDU Type, SSC mode, Protocol Configuration Options.


The NAS message sent by the UE is encapsulated by the AN in a N2 message that should include User location information and Access Technology Type Information.


The SM information may contain SM PDU DN Request Container containing information for the PDU session authorization by the external DN.

2.
The AMF determines that the message corresponds to a request for a new PDU Session based on the PDU Session ID that is not used for any existing PDU Session(s) of the UE. The AMF selects an SMF as described in TS 23.501 [2], clause 6.3.2.

3.
From AMF to SMF:  SM Request (Subscriber Permanent ID, DNN, S-NSSAI, PDU Session ID, AMF ID, N1 SM information, User location information, Access Technology Type).


The AMF ID uniquely identifies the AMF serving the UE. The N1 SM information contains the PDU Session Establishment Request received from the UE.

4a.
SMF to UDM: Subscription Data Request (Subscriber Permanent ID, DNN).


If the SMF has not yet retrieved the SM-related subscription data for the UE related with the DNN, the SMF requests this subscription data.

4b.
UDM to SMF: Subscription Data Response.


Subscription data includes the authorized PDU type(s), authorized SSC mode(s), Default QoS profile.

Editor's note:
Further detailing of SM-related subscription data is FFS.


The SMF checks whether the UE request is compliant with the user subscription and with local policies. If that is not the case the SMF rejects the UE request via NAS SM signalling (including a relevant SM rejection cause) relayed by the AMF, the SMF indicates to the AMF that the PDU session ID is to be considered as released and the rest of the procedure is skipped.

5.
SMF to DN via UPF


If the SMF needs to authorize/authenticate the establishment of the PDU session as described in clause  5.6.6 of TS 23.501 [2], the SMF selects an UPF as described in TS 23.501 [2] clause 6.3.3 and triggers the PDU session establishment authentication/authorization as described in section 4.3.2.X.


If the PDU session establishment authentication/authorization fails, the SMF terminates the PDU session establishment procedure and indicates a rejection to the UE.

6a.
If dynamic PCC is deployed, the SMF performs PCF selection.

6b.
The SMF may initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session.

Editor's note:
The purpose of step 5 is to receive PCC rules before selecting UPF. If PCC rules are not needed as input for UPF selection, step 5 can be skipped.

7.
The SMF selects an SSC mode for the PDU Session. If step 5 is not performed, the SMF also selects an UPF as described in TS 23.501 [2] clause 6.3.3. In case of PDU Type IPv4 or IPv6, the SMF allocates an IP address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1.

8.
If dynamic PCC is deployed and the PDU-CAN Session Establishment was not done in step 5, the SMF initiate PDU-CAN Session Establishment towards the PCF to get the default PCC Rules for the PDU Session. Otherwise, if dynamic PCC is deployed and PDU Type is IPv4 or IPv6, SMF initiates PDU-CAN Session Modification and provides the allocated UE IP address/prefix to the PCF.

9.
If step 5 was not performed, the SMF initiates an N4 Session Establishment procedure with the selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

9a.
The SMF sends an N4 Session Establishment/Modification Request to the UPF and provides Packet detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to UPF in this step.

9b.
The UPF acknowledges by sending an N4 Session Establishment/Modification Response. If CN Tunnel Info is allocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

10.
SMF to AMF:  SM Request Ack (N2 SM information (PDU Session ID, QoS Profile, CN Tunnel Info), N1 SM information (PDU Session Establishment Accept (Authorized QoS Rule, SSC mode))) to the AMF.


The N2 SM information carries information that the AMF shall provide to the (R)AN.


The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU session.


The QoS Profile provides the AN with the mapping between QoS parameters and QoS Flow Identifiers. This is further described in TS 23.501 [2] clause 5.7.


The PDU Session ID may be used by AN signalling with the UE to indicate to the UE the association between AN resources and a PDU session for the UE.


The N1 SM information contains the PDU Session Establishment Accept that the AMF shall provide to the UE.


Multiple Authorized QoS Rules may be included in the PDU Session Establishment Accept within the N1 SM information and in the N2 SM information.


The SM Request Ack further contains information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use.

NOTE:
The access information is to deal with the case where a UE is simultaneously connected over 3GPP and Non 3GPP access.

Editor's note:
Further studies are needed to determine the nature of the information allowing the AMF to know which UE is the target of the SMF request as well to determine which access towards the UE to use.

11.
AMF to (R)AN: N2 PDU Session Request (N2 SM information, , PDU Session Establishment Accept).


The AMF sends the PDU Session Establishment Accept and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

12.
(R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF. For example, in case of a 3GPP RAN, an RRC Connection Reconfiguration may take place with the UE establishing the necessary RAN resources related to the Authorized QoS Rules for the PDU Session request received in step 10.


(R)AN also allocates (R)AN tunnel information for the PDU Session. (R)AN forwards the NAS message (PDU Session Establishment Accept) provided in step 10 to the UE. (R)AN shall only provide the NAS message to the UE if the necessary RAN resources are established and the allocation of (R)AN tunnel information are successful.

13.
(R)AN to AMF: N2 PDU Session Request Ack ((R)AN Tunnel Info).


The (R)AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU session.

14.
AMF to SMF: SM Request (N2 SM information).


The AMF forwards the N2 SM information received from (R)AN to the SMF.

Editor's note:
It is FFS if steps are needed to indicate from the UE to the core network that the UE has successfully established the PDU Session, or whether it is sufficient with a successful establishment in (R)AN indicated in step 12. For example, it is FFS if the UE shall send a NAS PDU Session Establishment Complete message to indicate that the UE has successfully established the PDU Session.

15a.
If the N4 session for this PDU Session was not established already, the SMF initiates an N4 Session Establishment procedure with the UPF. Otherwise, the SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info and CN Tunnel Info. The CN Tunnel Info only needs to be provided if the SMF selected CN Tunnel Info in step 8.

15b.
The UPF provides a N4 Session Establishment/Modification Response to the SMF.

16.
After this step, the AMF forwards relevant events to the SMF, e.g. at handover where the (R)AN Tunnel Info changes or the AMF is relocated.

Editor's note:
It is FFS if the SMF has to explicitly subscribe to these events or whether the subscription is implicit.

17.
SMF to UE, via UPF: In case of PDU Type IPv6, the SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the UPF.
18. After step 16, if this is the first PDU session associated with this DNN and if the SMF is different from the SMF identity which was previously indicated by the UDM in the DNN subscription context, the SMF requests the “Register UE serving NF” service of the UDM (see UDM service section 5.2.3.1) including the SMF address and the DNN to the UDM for interworking with LTE. The UDM stores the SMF identity and the associated DNN.
During the lifetime of the PDU session, the AMF stores an association of the PDU session ID and the SMF ID.
*************** Start of third changes *********************
4.3.2.2.2
Home-routed Roaming

This procedure is used in case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios

1.
This step is the same as step 1 in clause 4.3.2.2.1.

2.
As in step 2 of clause 4.3.2.2.1 with the addition that the AMF also selects a SMF in HPLMN.

3.
As in step 3 of clause 4.3.2.2.1 with the addition that the AMF also provides the identity of the SMF in HPLMN it has selected in step 2 The AMF ID uniquely identifies the AMF serving the UE. The H-SMF is provided when the PDU Session is home-routed. The N1 SM information contains the PDU Session Establishment Request received from the UE.

Editor's note:
The parameter S-NSSAI may need to be updated to reflect agreements regarding slice selection parameters. This is FFS.

4.
The V-SMF selects a UPF in VPLMN as described in TS 23.501 [2], clause 6.3.3.

5.
The V-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a.
The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is allocated by the SMF, the CN Tunnel Info is provided to V-UPF in this step.

5b.
The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated by the V-UPF, the CN Tunnel Info is provided to V-SMF in this step.

6.
V-SMF to H-SMF: Create PDU Session Request (Subscriber Permanent Identity, DNN, S-NSSAI, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU type, Protocol Configuration Options, User location information, SM PDU DN Request Container).

7-12.
These steps are the same as steps 4-9 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Home PLMN;

-
The H-SMF stores an association of the PDU Session and V-SMF ID for this PDU Session for this UE.

13.
H-SMF to V-SMF: Create PDU Session Response (Authorized QoS Rule, SSC mode), H-CN Tunnel Info)


The H-CN Tunnel Info contains the tunnel information for up-link traffic towards H-UPF.


Multiple Authorized QoS Rules may be included in the Create PDU Session Response.


The H-SMF shall send to the V-SMF the indication, if the VPLMN is allowed to insert an UL CL or a Branching Point for a PDU session towards this DNN.

14-18.
These steps are the same as steps 10-14 in clause 4.3.2.2.1 with the following differences:

-
These steps are executed in Visited PLMN;

-
The V-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE.

19a.
The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet detection, enforcement and reporting rules to be installed on the V-UPF for this PDU Session, including AN Tunnel Info, H-CN Tunnel Info and V-CN Tunnel Info.

19b.
The V-UPF provides a N4 Session Establishment/Modification Response to the V-SMF.


After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU Session.

20.
This step is the same as step 18 in clause 4.3.2.2.1. with the following differences:

-
The SMF is a V-SMF

21.
H-SMF to UE, via H-UPF and V-UPF in VPLMN: In case of PDU Type IPv6, the H-SMF generates an IPv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF.
22. After step 20, if this is the first PDU session associated with this DNN and if the H-SMF is different from the SMF identity which was previously indicated by the UDM in the DNN subscription context, the H-SMF requests the “Register UE serving NF” service of the UDM (see UDM service section 5.2.3.1) including the SMF address and the DNN to the UDM for interworking with LTE. The UDM stores the H-SMF identity and the associated DNN.
NOTE:
The SMF in HPLMN may initiate step 21 already after step 13.

*************** end of change *********************
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